January

1. [**OmniTRAX**](https://finance.yahoo.com/finance/news/ransomware-attack-hits-short-line-140331188.html?&web_view=true)
2. [**Tennessee Wesleyan University**](https://www.dailypostathenian.com/news/article_8eabb310-4295-5949-9634-f5f85819352e.html)
3. [**Crisp Regional Health Services**](https://www.beckershospitalreview.com/cybersecurity/ransomware-attack-temporarily-shuts-down-georgia-hospital-s-phone-lines-computer-systems.html)

Febuary

1. [**Victor Central School District**](https://spectrumlocalnews.com/nys/rochester/education/2021/02/03/victor-csd-remaining-remote-wednesday-after-ransomware-attack)
2. [**Automatic Funds Transfer Services (AFTS)**](https://www.bleepingcomputer.com/news/security/us-cities-disclose-data-breaches-after-vendors-ransomware-attack/)
3. [**Yuba County**](https://www.govtech.com/security/California-County-Focuses-on-Recovery-After-Ransomware-Attack.html)
4. [**Saginaw Township Community Schools**](https://www.infosecurity-magazine.com/news/fbi-investigating-michigan-school/)

March

1. [**Cochise Eye and Laser**](https://www.hipaajournal.com/up-to-100000-individuals-affected-by-cochise-eye-and-laser-ransomware-attack/)
2. [**Allergy Partners**](https://www.beckershospitalreview.com/cybersecurity/hackers-demand-1-75m-from-north-carolina-clinic-during-6-day-ransomware-attack.html)
3. [**Standley Systems**](https://www.crn.com/news/security/revil-ransomware-attacks-msp-standley-systems-leaks-ssns)
4. [**Buffalo Public Schools**](https://news.wbfo.org/post/buffalo-public-schools-remain-closed-indefinitely-due-ransomware-attack)
5. [**CNA**](https://www.bleepingcomputer.com/news/security/insurance-giant-cna-hit-by-new-phoenix-cryptolocker-ransomware/)
6. [**Maryland**](https://www.zdnet.com/article/ransomware-group-targets-universities-of-maryland-california-in-new-data-leaks/)
7. [**University of California**](https://www.zdnet.com/article/ransomware-group-targets-universities-of-maryland-california-in-new-data-leaks/)

April

1. [**Broward County School District**](https://www.local10.com/news/local/2021/04/20/hackers-post-files-after-broward-school-district-doesnt-pay-ransom/)
2. [**Haverhill Public Schools**](https://www.nbcboston.com/news/local/ransomware-attack-prompts-haverhill-public-schools-to-close/2349314/)
3. [**City of Lawrence**](https://www.boston25news.com/news/25-investigates/25-investigates-city-lawrence-hit-with-significant-ransomware-attack/GLIH7WZ4Q5GY5IFH4RANDP564M/)
4. [**Metropolitan Police Department**](https://www.bleepingcomputer.com/news/security/dc-police-confirms-cyberattack-after-ransomware-gang-leaks-data/)
5. [**Santa Clara Valley Transportation Authority (VTA)**](https://www.siliconvalley.com/2021/04/22/cyberattack-targets-vta-unclear-if-personal-information-breached/)
6. [**The Illinois Attorney General Office**](https://therecord-media.cdn.ampproject.org/c/s/therecord.media/ransomware-gang-leaks-court-and-prisoner-files-from-illinois-attorney-general-office/amp/)

May

1. [**Scripps**](https://www.bleepingcomputer.com/news/security/health-care-giant-scripps-health-hit-by-ransomware-attack/)
2. [**Colonial Pipeline**](https://www.bleepingcomputer.com/news/security/largest-us-pipeline-shuts-down-operations-after-ransomware-attack/)
3. [**City of Tulsa**](https://www.bleepingcomputer.com/news/security/city-of-tulsas-online-services-disrupted-in-ransomware-incident/)
4. [**Visalia Unified School District**](https://kmph.com/news/local/visalia-unified-hit-by-a-ransomware-attack-investigation-under-way)
5. [**The Rockland Public School District**](https://www.boston25news.com/news/25-investigates/ransomware-attack-hits-rockland-public-schools/RUNTHR7NN5HGLLSA4LCERGVEHI/)
6. [**Sierra College**](https://www.insidehighered.com/quicktakes/2021/05/24/ransomware-attack-takes-sierra-college-line)
7. [**ParkMobile**](https://www.krmg.com/news/local/ransomware-attack-city-parking-app/H7RNPED6ENEGFLKG2INJV5Y7AY/)
8. [**Clover Park School District**](https://www.kiro7.com/news/local/clover-park-school-district-investigating-possible-ransomware-attack/J7ZJQSJGBRARJE5IEM3CMJVV2M/)
9. [**Azusa Police Department**](https://www.latimes.com/california/story/2021-05-31/azusa-ransomware-hack-sensitive-police-documents-online)

June

1. [**University of Florida Health**](https://www.bleepingcomputer.com/news/security/uf-health-florida-hospitals-back-to-pen-and-paper-after-cyberattack/)
2. [**St. Clair County’s**](https://www.bollyinside.com/news/st-clair-county-was-hacked-by-ransomware-group)
3. [**Sol Oriens**](https://www.bleepingcomputer.com/news/security/revil-ransomware-hits-us-nuclear-weapons-contractor/)
4. [**Invenergy**](https://pv-magazine-usa.com/2021/06/14/hacker-group-revil-claims-responsibility-for-invenergy-data-breach/)
5. [**Des Moines Community College**](https://eu.desmoinesregister.com/story/news/education/2021/06/15/ransomware-attack-dmacc-online-classes-canceled-tuesday-des-moines-community-college-cybersecurity/7697802002/)
6. [**Humber River Hospital in Toronto**](https://toronto.ctvnews.ca/toronto-hospital-working-to-restore-systems-after-being-struck-by-cyber-attack-1.5471742)
7. [**Judson Independent School District**](https://www.expressnews.com/news/local/article/Ransomware-attack-leaves-Judson-ISD-without-16260997.php)
8. [**Reproductive Biology Associates**](https://solutionsreview.com/endpoint-security/georgia-fertility-clinic-hit-by-ransomware-expert-commentary/)
9. [**Mountain Regional**](https://www.parkrecord.com/news/summit-county/ransomware-attack-hits-water-district/)
10. [**Lucky Star casino resorts**](https://www.casino.org/news/lucky-star-casinos-shutter-following-ransomware-attack/)
11. [**City of Liege in Belgium**](https://securityaffairs.co/wordpress/119240/malware/city-of-liege-ransomware.html)
12. [**St. Joseph’s/Candler Hospital**](https://fox28media.com/news/local/st-josephscandler-hospital-ransomware-attack-remains-under-federal-investigation)
13. [**Planning and Development Services of Kenton County**](https://eu.cincinnati.com/story/news/2021/06/22/ransomware-hackers-encrypt-northern-kentucky-government-planning-agency-files-kenton-county/7602200002/)
14. [**Wolfe Eye Clinic**](https://www.hipaajournal.com/phi-of-up-to-500000-individuals-potentially-stolen-in-wolfe-eye-clinic-ransomware-attack/)

July

1. 1.[**Kaseya**](https://www.bleepingcomputer.com/news/security/revil-ransomware-hits-1-000-plus-companies-in-msp-supply-chain-attack/)
2. [**University Medical Center of Southern Nevada**](https://www.hipaajournal.com/university-medical-center-of-southern-nevada-suffers-revil-ransomware-attack/)
3. [**Leonardtown Maryland**](https://www.independent.co.uk/news/world/americas/leonardtown-global-ransomware-attack-maryland-b1880500.html)
4. [**Wiregrass Electric Cooperative**](https://securereading.com/cyberattack-hits-wiregrass-electric-cooperative/)
5. [**Cloudstar**](https://www.thetitlereport.com/Articles/Highly-sophisticated-ransomware-attack-sidelines-C-82772.aspx)
6. [**. Newhall School District**](https://www.ijpr.org/education/2021-07-17/under-attack-california-schools-face-ransomware-threat)
7. [**Virginia Tech**](https://www.securityweek.com/virginia-tech-says-it-was-targeted-2-recent-cyberattacks)
8. [**The Washoe Tribe of Nevada and California**](https://www.recordcourier.com/news/2021/jul/19/washoe-tribe-suffers-ransomware-attack/)
9. [**City of Geneva in Ohio**](https://statescoop.com/geneva-ohio-ransomware-avoslocker/)
10. [**Sunset Beach**](https://www.govtech.com/security/ransomware-hackers-attack-n-c-town-for-more-than-a-month)
11. [**Florida Heart Associates**](https://www.fox4now.com/news/local-news/florida-heart-associates-recovering-from-ransomware-hack)
12. [**Emma Willard School**](https://www.govtech.com/education/k-12/ransomware-attack-on-new-york-boarding-school-exposes-ssns)
13. [**The City of Grass Valley**](https://yubanet.com/regional/ransomware-attack-on-grass-valley/)

August

1. [**Eskenazi Health**](https://eu.indystar.com/story/news/health/2021/08/04/eskenazi-health-ransomware-attack/5489509001/)
2. [**City of Joplin**](https://apnews.com/article/technology-business-health-coronavirus-pandemic-michael-brown-510ebc313dce8f3288c10a652a9998ed)
3. [**The Department of Environmental Protection**](https://www.themainemonitor.org/in-a-first-for-maine-ransomware-hackers-hit-two-public-wastewater-plants/)
4. [**Memorial Health System**](https://arstechnica.com/gadgets/2021/08/hospitals-hamstrung-by-ransomware-are-turning-away-patients/)
5. [**Twin Falls Idaho**](https://newsradio1310.com/ransomware-attack-confirmed-on-twin-falls-county-systems/)

September

1. [**Howard University**](https://techcrunch.com/2021/09/07/howard-university-cancels-classes-after-ransomware-attack/)
2. [Desert Well Family Medicine](https://www.hipaajournal.com/desert-wells-family-medicine-ransomware-attack-causes-permanent-loss-of-ehr-data/)
3. [**Missouri Delta Medical Center**](https://www.databreaches.net/missouri-delta-medical-center-silent-about-patient-data-dump-and-claimed-ransomware-attack/)
4. [**Crystal Valley Cooperative**](https://www.zdnet.com/article/crystal-valley-cooperative-becomes-latest-agriculture-business-hit-with-ransomware/)
5. [**Coos County Family Health Services**](https://www.beckershospitalreview.com/cybersecurity/ransomware-attack-shuts-down-new-hampshire-clinics-3-details.html)
6. [**United Health Centers**](https://www.bleepingcomputer.com/news/security/united-health-centers-ransomware-attack-claimed-by-vice-society/)
7. [**Stonington School District**](https://www.thewesterlysun.com/news/stonington/stonington-schools-investigating-apparent-ransomware-attack-on-district/article_aa2b20a0-1fde-11ec-a99e-7bb270896e14.html)
8. [**Horizon House**](https://www.infosecurity-magazine.com/news/mental-healthcare-data-breaches/)

October

1. [**Sandhills Global**](https://www.bleepingcomputer.com/news/security/sandhills-online-machinery-markets-shut-down-by-ransomware-attack/)
2. [**Washington Adventist University**](https://wtop.com/maryland/2021/10/university-in-montgomery-co-confirms-ongoing-ransomware-attack/)
3. [**Johnson Memorial Health**](https://www.beckershospitalreview.com/cybersecurity/ransomware-attack-shuts-down-indiana-health-system-s-network.html)
4. [**Lancaster Online**](https://www.pennlive.com/news/2021/10/ransomware-attack-hinders-central-pa-newspaper.html)
5. [**DeKalb County**](https://northernstar.info/88432/news/ransomware-attack-inhibits-servers-in-dekalb/)
6. [**Pottawatomie County**](https://eu.cjonline.com/story/business/information-technology/2021/10/01/kansas-county-pays-hackers-after-ransomware-attack-computers-pottawatomie/5949801001/)
7. [**Barlow Respiratory Hospital**](https://www.beckershospitalreview.com/cybersecurity/ransomware-hackers-steal-data-from-california-hospital-publish-it-to-dark-web.html)
8. [**Janesville School District**](https://www.nbc15.com/2021/10/25/janesville-school-district-hit-by-ransomware-attack/)
9. [**Schreiber Foods**](https://www.cyberscoop.com/schreiber-foods-cyber-event-ransomware-agriculture-food/)

November

1. [**Community Medical Centers, Inc CMC**](https://www.databreaches.net/community-medical-centers-notifying-656047-patients-of-ransomware-incident/)
2. [**Tax Office in Martin County**](https://eu.tcpalm.com/story/news/2021/11/01/martin-county-tax-collector-likely-hacked-ransomware-expert-says/6232265001/)
3. [**Corry Area School District**](https://www.govtech.com/education/k-12/corry-schools-need-months-to-deal-with-ransomware-attack)
4. [**Butler County Community College**](https://pittsburgh.cbslocal.com/2021/11/28/bccc-dealing-with-ransomware-attack/)
5. [**Lewis and Clark Community College**](https://www.msspalert.com/cybersecurity-breaches-and-attacks/ransomware/lewis-and-clark-college-recovery-updates/)

December

1. [**Planned Parenthood**](https://www.theverge.com/2021/12/2/22814635/planned-parenthood-ransomware-malware-attack-abortion-rights-data-leak)
2. [**Riverhead School District**](https://riverheadlocal.com/2021/12/03/riverhead-schools-hit-by-ransomware-attack-shutting-down-computer-and-tech-infrastructure/)
3. [**Pellissippi State Community College**](https://www.wvlt.tv/2021/12/07/pellissippi-state-community-college-responds-ransomware-attack/)
4. [**Eldon School District**](https://abc17news.com/news/2021/12/07/eldon-school-district-cancels-classes-due-to-ransomware/)
5. [**CS Energy**](https://www.techtimes.com/articles/269092/20211208/chinese-ransomware-attack-major-energy-network-chinese-ransomware-shut-down-power-3-million-homes.htm)
6. [**Asurion**](https://uk.sports.yahoo.com/news/ransomware-revenge-former-employee-charged-094511299.html)
7. [**Kronos**](https://www.zdnet.com/article/hr-platform-kronos-brought-down-by-ransomware-attack-ukg-warns-of-data-breach/)
8. [**Virginia’s Division of Legislative Automated Systems**](https://www.nbcnews.com/politics/politics-news/officials-virginia-state-agency-hit-ransomware-attack-n1285913)
9. [**The Shelley School District**](https://localnews8.com/news/local-news/2021/12/13/ransomware-attacks-shelley-school-district-computers/)
10. [**Oʻahu Transit Services**](https://www.staradvertiser.com/2021/12/13/breaking-news/thebus-handi-van-websites-remain-offline-following-cyberattack/)
11. [**Superior Plus**](https://www.zdnet.com/article/billion-dollar-natural-gas-supplier-superior-plus-hit-with-ransomware/)
12. [**Maryland Health Department**](https://www.zdnet.com/article/maryland-officials-confirm-ransomware-attack-shut-down-department-of-health/)
13. [**McMenamins**](https://www.oregonlive.com/business/2021/12/mcmenamins-hit-by-ransomware-attack-chain-says-customer-data-appears-secure-but-employee-info-at-risk.html)